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1 15 U.S.C. 78s(b)(1).
2 17 CFR 240.19b–4.
3 See Securities Exchange Act Release No. 36465

(November 8, 1995), 60 FR 57473 (November 15,
1995) (File No. SR–NYSE–95–38).

4 15 U.S.C. 78f(b)(4).
5 15 U.S.C. 78s(b)(3)(A)(ii).
6 17 CFR 240.19b–4(f)(2). 7 17 CFR 200.30–3(a)(12).

(‘‘Act’’) 1 and Rule 19b–4 2 thereunder,
notice hereby is given that on November
29, 2000, the New York Stock Exchange,
Inc. (‘‘NYSE’’ or ‘‘Exchange’’) filed with
the Securities and Exchange
Commission (‘‘Commission’’) the
proposed rule change as described in
Items I, II, and III below, which Items
have been prepared by the Exchange.
The Commission is publishing this
notice to solicit comments on the
proposed rule change from interested
persons.

I. Self-Regulatory Organization’s
Statement of the Terms of Substance of
the Proposed Rule Change

The NYSE proposes to revise its fee
schedule for Equity Transaction Fees to
be effective January 1, 2001. This fee
revision would raise the monthly
transaction fee cap to $500,000 per
member firm and increases the rate for
the first 5,000 shares of a trade to $.0023
from $.0019 per share. The proposed
rule change is available at the principal
office of the NYSE and at the
Commission’s Public Reference Room.

II. Self-Regulatory Organization’s
Statement of the Purpose of, and
Statutory Basis for, the Proposed Rule
Change

In its filing with the Commission, the
NYSE included statements concerning
the purpose of and basis for the
proposed rule change and discussed any
comments it received regarding the
proposed rule change. The text of these
statements may be examined at the
places specified in Item IV below. The
NYSE has prepared summaries, set forth
in Sections A, B, and C below, of the
most significant aspects of such
statements.

A. Self-Regulatory Organization’s
Statement of the Purpose of, and
Statutory Basis for, the Proposed Rule
Change

1. Purpose

In 1996, the NYSE established a cap
on transaction charges of $400,000 per
month per firm.3 According to the
Exchange, it initially planned to
increase the cap each year in proportion
to the increase in trading volume. Had
it invoked the indexing provision each
year, the cap for 2001 would be
approximately $1,100,000. The increase
in volume during 2000 compared with
1999 is about 24 percent.

Commencing January 1, 2001, the
Exchange proposes to establish the cap
at $500,000 per firm per month,
representing an increase in proportion
to the above described increase in
trading volume. The Exchange also
proposes, effective January 1, 2001, to
increase the rate charged for
transactions in the 5,000 share and
under category from $.0019 per share to
$.0023 per share. The $.0019 rate was
also established in 1996 and has not
been changed since then. This increase
is roughly in the same proportion as the
increase in the cap and ensures that the
firms that do and do not reach the cap
will be treated equitably.

2. Statutory Basis

The NYSE believes that the basis
under the Act for the proposed rule
change is the requirement under section
6(b)(4) 4 that an exchange have rules that
provide for the equitable allocation of
reasonable dues, fees, and other charges
among its members and issuers and
other persons using its facilities.

B. Self-Regulatory Organization’s
Statement on Burden on Competition

The NYSE believes that the proposed
rule change would not impose any
burden on competition that is not
necessary or appropriate in furtherance
of the purposes of the Act.

C. Self-Regulatory Organization’s
Statement on Comments on the
Proposed Rule Change Received From
Members, Participants, or Others

The NYSE has neither solicited nor
received written comments on the
proposed rule change. The NYSE has
not received any unsolicited written
comments from members or other
interested parties.

III. Date of Effectiveness of the
Proposed Rule Change and Timing for
Commission Action

The foregoing rule change establishes
or changes a due, fee, or other charge
imposed by the Exchange and therefore
has become effective on filing pursuant
to section 19(B)(3)(A)(ii) of the Act 5 and
subparagraph (f)(2) of Rule 19b–4 6

thereunder. At any time within 60 days
of the filing of such proposed rule
change, the Commission may summarily
abrogate such rule change if it appears
to the Commission that such action is
necessary or appropriate in the public
interest, for the protection of investors,

or otherwise in furtherance of the
purpose of the Act.

IV. Solicitation of Comments
Interested persons are invited to

submit written data, views, and
arguments concerning the foregoing,
including whether the proposed rule
change is consistent with the Act.
Persons making written submissions
should file six copies thereof with the
Secretary, Securities and Exchange
Commission, 450 Fifth Street NW.,
Washington, DC 20549–0609. Copies of
the submission, all subsequent
amendments, all written statements
with respect to the proposed rule
change that are filed with the
Commission, and all written
communications relating to the
proposed rule change between the
Commission and any person, other than
those that may be withheld from the
public in accordance with the
provisions of 5 U.S.C. 552, will be
available for inspection and copying at
the Commission’s Public Reference
Room. Copies of such filing will also be
available for inspection and copying at
the principal office of the Exchange. All
submissions should refer to File No.
SR–NYSE–00–50 and should be
submitted by January 3, 2001.

For the Commission, by the Division of
Market Regulation, pursuant to delegated
authority.7

Margaret H. McFarland,
Deputy Secretary.
[FR Doc. 00–31684 Filed 12–12–00; 8:45 am]
BILLING CODE 8010–01–M

SOCIAL SECURITY ADMINISTRATION

Privacy Act of 1974; Report of New
System of Records and Routine Uses

AGENCY: Social Security Administration.
ACTION: New system of records and
routine uses.

SUMMARY: In accordance with the
Privacy Act, 5 U.S.C. 552a(e)(4) and
(e)(11), we are issuing public notice of
our intent to establish a new system of
records. The proposed system of records
is entitled Records of Individuals
Authorized Entry into Secured Areas by
Digital Lock Systems, Electronic Key
Card Systems or Other Electronic
Access Devices, SSA/RO 60–0270. The
proposed system will maintain records
on individuals authorized to enter
secured areas in SSA regional offices,
field offices, teleservice centers,
program service centers, hearing offices
and satellite facilities. We invite public
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comments on the proposed system and
the routine uses.
DATES: We filed a report of the proposed
system with the Chairman, Committee
on Government Reform and Oversight,
House of Representatives, the Chairman,
Committee on Governmental Affairs,
United States Senate, and the Director,
Office of Information and Regulatory
Affairs, Office of Management and
Budget on December 4, 2000. We have
requested OMB to waive the 40-day
advance notice period. If OMB does not
waive the 40-day advance period, we
will not implement the proposed system
until January 15, 2001, unless we
receive comments on or before that date
that would result in a contrary
determination.
ADDRESSES: Interested individuals may
comment on this publication by writing
to the SSA Privacy Officer, Social
Security Administration, 3–A–6
Operations Building, 6401 Security
Boulevard, Baltimore, Maryland 21235.
All comments received will be available
at the above address for public
inspection and photocopying between 8
a.m. and 4:30 p.m., Monday through
Friday.
FOR FURTHER INFORMATION CONTACT: Ms.
Cetta Ruzicka, Social Insurance Policy
Specialist, Office of Disclosure Policy,
Social Security Administration, 3–A–6
Operations Building, 6401 Security
Boulevard, Baltimore, Maryland 21235,
Telephone (410) 965–1743.
SUPPLEMENTARY INFORMATION:

I. Purpose of the Proposed System
SSA is responsible for ensuring the

safety of personnel and for safeguarding
government records and property in its
facilities. Through the use of digital lock
systems, electronic key card systems or
other electronic access devices, SSA is
able to monitor and control the access
to its facilities. The digital lock systems,
electronic key card systems and other
electronic access devices have the
capacity to maintain entry and exit data,
such as the name and/or personal
identification number (PIN) of the
individual entering the secured area, the
location of the secured area, the date of
the entry and the time of the entry and
exit. Data in the system is used for
security purposes and may be used in a
disciplinary action.

II. Collection and Maintenance of Data
in the Proposed System

SSA security personnel will assign a
PIN to each individual who is
authorized to enter secured areas. For
electronic key card systems, the name of
the individual and assigned PIN will be
encoded on the key card. Security

personnel will maintain a computer file
of the name of the individual and the
assigned PIN.

To enter secured areas, an individual
manually enters his or her PIN into the
digital or electronic access device, or in
the case of an electronic key card
system, the individual uses his or her
key card to facilitate entry. These
systems maintain a record of the name
and/or PIN of the individual, the entry
point, the date of the entry and the time
of the entry. Some digital lock systems
and electronic lock system are
connected to computer systems that
maintain the information in computer
files. Information will be retrieved by
individuals’ names and/or PINs.

Only authorized SSA personnel will
download and print information from
computer files, digital lock systems,
electronic key card systems or other
electronic access devices. The
information will be maintained in file
folders and disclosed to Agency
personnel on a need-to-know basis or to
other individuals or entities consistent
with the routine uses below.

III. Proposed Routine Uses of
Information in the System

We are proposing to establish routine
uses of information that will be
maintained in the system as discussed
below.

1. To disclose pertinent information
to the appropriate Federal, state or local
agency responsible for investigating,
prosecuting, enforcing or implementing
a statute, rule or regulation, or order
when the Agency becomes aware of an
indication of a violation of civil or
criminal law or regulations pertaining to
this system of records.

We contemplate disclosing
information under this routine use to
law enforcement entities that are
responsible for investigating alleged
violations of civil or criminal statutes or
alleged violations of Standards of
Conduct governing Federal employees.

2. To a congressional office in
response to an inquiry from that office
made at the request of the subject of the
record.

We contemplate disclosing
information under this routine use only
in situations in which an individual
may ask his or her congressional
representative to intercede in an SSA
matter on his or her behalf. Information
will be disclosed when the
congressional representative makes an
inquiry and presents evidence that he or
she is acting on behalf of the individual
whose record is requested.

3. To the Department of Justice (DOJ),
a court or other tribunal (including an
adjudicative or administrative body, or

other third-party before such tribunal
when:

(a) SSA, or any component thereof; or
(b) Any SSA employee in his/her

official capacity; or
(c) Any SSA employee in his/her

individual capacity where DOJ (or SSA
where it is authorized to do so) has
agreed to represent the employee; or

(d) The United States or any agency
thereof where SSA determines that the
litigation is likely to affect the
operations of SSA or any of its
components is a party to litigation or
has an interest in such litigation; and
SSA determines that the use of such
records by DOJ, the court or other
tribunal is relevant and necessary to the
litigation.

We contemplate disclosing
information under this routine use, as
necessary, to enable the Department of
Justice to effectively defend SSA, its
components or employees. We
contemplate disclosing information
under this routine use when SSA has an
interest in litigation involving the
proposed systems of records and/or the
records contained therein.

4. Nontax return information which is
not restricted from disclosure by federal
law may be disclosed to the General
Services Administration (GSA) and the
National Archives and Records
Administration (NARA) under 44 U.S.C.
2904 and 2906, as amended by NARA
Act of 1984, for the use of those
agencies in conducting records
management studies.

The Administrator of GSA and the
Archivist of NARA are charged by 44
U.S.C. 2904 with promulgating
standards, procedures and guidelines
regarding records management and
conducting records management
studies. Section 2906 of that law, also
amended by the NARA Act of 1984,
provides that GSA and NARA are to
have access to federal agencies’ records
and that agencies are to cooperate with
GSA and NARA. In carrying out these
responsibilities, it may be necessary for
GSA and NARA to have access to this
proposed system of records. In such
instances, the routine use will facilitate
disclosure.

IV. Compatibility of Proposed Routine
Use

The Privacy Act (5 U.S.C. 552a(b)(3))
and our disclosure regulations (20 CFR
Part 401) permit us to disclose
information under a published routine
use for a purpose which is compatible
with the purpose for which we collected
the information. Section 401.150(c) of
the regulations permits us to disclose
information under a routine use where
necessary to assist in carrying out SSA
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programs. Section 401.120 of the
regulations provides that we will
disclose information when a law
specifically requires the disclosure. The
proposed routine uses numbered 1–3
above will ensure efficient
administration of Social Security
programs; the disclosures that would be
made under routine use number 4 is
required by Federal law. Thus, all of the
routine uses are appropriate and meet
the relevant statutory and regulatory
criteria.

V. Records Storage Medium and
Safeguards

We will maintain information in
digital lock systems, electronic key card
systems, or other electronic access
devices, computer memory (including
floppy diskettes) and paper form. Only
SSA security personnel who have a
need for the information in the
performance of their official duties will
be permitted to retrieve information.

VI. Effect of the System on Individuals

The proposed system will maintain
information that could lead to
administrative, civil or criminal action.
This action would occur only after an
investigation. Individuals will be
afforded all appropriate due process and
appeal rights. Thus, we do not
anticipate that the proposed system will
have any unwarranted adverse effect on
the privacy of individuals.

Dated: December 4, 2000.
Kenneth S. Apfel,
Commissioner of Social Security.

Social Security Administration Notice
of System of Records Required by the
Privacy Act of 1974

System number: SSA, RO–60–0270.
System name: Records of Individuals

Authorized Entry into Secured Areas by
Digital Lock Systems, Electronic Key
Card Systems or Other Electronic
Access Devices, SSA.

Security classification: None.
System Location: Social Security

Administration, Offices of the Regional
Commissioners.

Categories of individuals covered by
the system: Those individuals who are
authorized entry into secured areas in
regional offices, field offices, teleservice
centers, program service centers,
hearings offices and satellite facilities.

Categories of records in the system:
This system of records contains the
name and/or personal identifying
number(s) for each individual who is
authorized to enter secured areas in
regional offices, field offices, teleservice
centers, program service centers,
hearing offices and satellite facilities.

The system also contains the entry
point, the date of entry and the time of
entry.

Authority for maintenance of the system:
42 U.S.C. 902 and 1302; 5 U.S.C. 552a(e)(10);
41 CFR 101–20.302.

Purpose(s): The principal purpose is
to maintain a record of individuals who
entered secured areas in the Social
Security Administration’s facilities and
to ensure the security of personnel and
property. The system of record may also
be used in a disciplinary action.

Routine uses of records maintained by
the system, including categories of users
and the purposes of such uses:
Disclosure may be made for routine uses
as indicated below:

1. To disclose pertinent information
to the appropriate Federal, state or local
agency responsible for investigating,
prosecuting, enforcing or implementing
a statute, rule or regulation, or order
when the Agency becomes aware of an
indication of a violation of civil or
criminal law or regulations pertaining to
this system of records.

2. To a congressional office in
response to an inquiry from that office
made at the request of the subject of the
record.

3. To the Department of Justice (DOJ),
a court or other tribunal, (including an
adjudicative or administrative body) or
other third-party before such tribunal
when:

(a) SSA, or any component thereof; or
(b) Any SSA employee in his/her

official capacity; or
(c) Any SSA employee in his/her

individual capacity where DOJ (or SSA
where it is authorized to do so) has
agreed to represent the employee; or

(d) The United States or any agency
thereof where SSA determines that the
litigation is likely to affect the
operations of SSA or any of its
components is a party to litigation or
has an interest in such litigation: and
SSA determines that the use of such
records by DOJ, the court or other
tribunal is relevant and necessary to the
litigation.

4. Nontax return information which is
not restricted from disclosure by federal
law may be disclosed to the General
Services (GSA) and the National
Archives and Records Administration
(NARA) under 44 U.S.C. 2904 and 2906,
as amended by NARA Act of 1984, for
the use of those agencies in conducting
records management studies.

Policies and Practices for Storing,
Retrieving, Accessing, Retaining and
Disposing of Records in the System

Storage: Records in this system are
stored in the digital lock systems,

electronic key card systems, other
electronic access devices, computer
memory (including floppy diskettes)
and paper form.

Retrievability: Records in this system
may be retrieved by name of the
individual, by assigned personal
identifying number(s), by date, by time
period, and by entry point.

Safeguards: Only authorized SSA
personnel have access to this system of
records. Employees who are authorized
to retrieve records will be assigned a
personal identification number (PIN)
and passwords. The information will be
processed in a manner that will protect
confidentiality and in such a way that
unauthorized individuals cannot
retrieve it by means of computer, remote
terminal or other means. The paper
records that result from the digital lock
or other electronic access systems are
kept in locked cabinets or in otherwise
secure areas. All SSA employees,
including contractor personnel, having
access to data in the system of records
are required to adhere to SSA rules
concerning safeguards, access, and use
of the data. They also are informed of
the criminal penalties of the Privacy Act
for unauthorized access to or disclosure
of information maintained in this
system of records.

Retention and disposal: SSA retains
records in this system up to 3 years
following the expiration of an
individual’s authority to enter into
secured areas. SSA destroys a paper
record by shredding and a non-paper
record by deleting-wiping it from the
digital, magnetic and/or computer
memory.

System manager(s) and address: The
systems manager will be the Regional
Security Officer (or his/her designee) in
those Regions where SSA purchases
digital lock systems, electronic key card
systems or other electronic access
devices.

Region I—Boston: Social Security
Administration, Regional Security
Officer, Room 1975, JFK Federal
Building, Boston, Massachusetts 02203–
1101, Telephone: (617) 565–2852.

Region II—New York: Social Security
Administration, Regional Security
Officer, 26 Federal Plaza, Room 4011,
New York, New York 10278, Telephone:
(212) 264–1716.

Region III—Philadelphia: Social
Security Administration, P.O. Box 8788,
Philadelphia, Pennsylvania 19101,
Telephone: (215) 597–8531.

Region IV—Atlanta: Social Security
Administration, Atlanta Regional
Security Office, Security and Integrity
Team, P.O. Box 10085, Birmingham,
Alabama 35202, Telephone: (205) 801–
1300.
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Region V—Chicago: Social Security
Administration, Center for Material
Resources, Security and Integrity
Section, Box 87479, Chicago, Illinois
60680, Telephone: (312) 353–1224.

Region VI—Dallas: Social Security
Administration, MB–1 Room 1400,
Management and Budget, ATTN: RSO,
1200 Main Tower Building, Suite M110
Dallas, Texas 75202–4324, Telephone:
(214) 767–4331.

Region VII—Kansas City: Social
Security Administration, MAMPSC, SIS,
601 East Twelfth Street, P.O. Box 15625,
Kansas City, Missouri 64106,
Telephone: (816) 426–3095.

Region VIII—Denver: Social Security
Administration /M&B/BFS, Attn:
Regional Security Office, 1961 Stout
Street, Room 325, Denver, Colorado
80294–3538, Telephone: (303) 844–
3347.

Region IX—San Francisco: Social
Security Administration, FHFB, Field
Facilities Team, P.O. Box 4205,
Richmond, California 98402, Telephone:
(510) 970–8340.

Region X—Seattle: Social Security
Administration, Security and Integrity
Team, Suite 2900, M/S–291B, 701 Fifth
Avenue, Seattle, Washington 98104–
7006, Telephone: (206) 615–2150.

Notification procedure: An individual
may determine if this system contains a
record about him or her by writing to
the systems manager. When requesting
notification, the individual should
provide his or her name and/or personal
identifying number(s) and refer to this
system.

Record access procedures: Same as
notification procedures. Requestors
should also reasonably specify the
contents of the record being sought.

Contesting record procedures: Same
as notification procedures. Requestors
should also reasonably: identify the
particular record; specify whether he/
she is seeking an addition to or a
deletion or substitution of the record;
and state his/her reason(s) for requesting
corrective action or amendment to the
record (e.g., why it is not accurate,
timely, complete, relevant or necessary).

Record source categories: SSA obtains
information in this system from the
individuals who are covered by the
system or the security personnel.

Systems exempted from certain
provisions of the Privacy Act: None.

[FR Doc. 00–31655 Filed 12–12–00; 8:45 am]

BILLING CODE 4190–11–P

DEPARTMENT OF STATE

[Public Notice 3502]

Bureau of Diplomatic Security, Office
of Foreign Missions, Tax and Customs
Unit; Information Collection Under
Emergency Review: Form DS–1504,
Request for Customs Clearance of
Merchandise

AGENCY: Department of State.
ACTION: Notice.

SUMMARY: The Department of State has
submitted the following information
collection request to the Office of
Management and Budget (OMB) for
review and approval in accordance with
the emergency review procedures of the
Paperwork Reduction Act of 1995.

Type of Request: Emergency.
Originating Office: DS/OFM/VTC/TC.
Title of Information Collection:

Request for Customs, Clearance of
Merchandise.

Frequency: As needed.
Form Number: DS–1504.
Respondents: The foreign diplomatic

and consular community in the United
States; certain international
organizations; and the Office of the
President.

Estimated Number of Respondents:
approx. 6,100.

Average Hours Per Response: one half
hour.

Total Estimated Burden: 3,463.
The proposed information collection

is published to obtain comments from
the public and affected agencies.
Emergency review and approval of this
collection has been requested from OMB
by 12/15/00. If granted, the emergency
approval is only valid for 180 days.
Comments should be directed to the
State Department Desk Officer, Office of
Information and Regulatory Affairs,
Office of Management and Budget
(OMB), Washington, DC 20530, (202)
395–5871.

During the first 60 days of this same
period a regular review of this
information collection is also being
undertaken. Comments are encouraged
and will be accepted until the date of
the 60th day from the date of
publication of this notice in the Federal
Register. The agency requests written
comments and suggestions from the
public and affected agencies concerning
the proposed collection of information.
Your comments are being solicited to
permit the agency to:

• Evaluate whether the proposed
collection of information is necessary
for the proper performance of the
functions of the agency, including
whether the information will have any
practical utility.

• Evaluate the accuracy of the
agency’s estimate of the burden of the
proposed collection, including the
validity of the methodology and
assumptions used.

• Enhance the quality, utility, and
clarity of the information to be
collected.

• Minimize the reporting burden on
those who are to respond, including
through the use of automated collection
techniques or other forms of technology.
FOR ADDITIONAL INFORMATION CONTACT:
Public comments, or requests for
additional information, regarding the
collection listed in this notice should be
directed to U.S. Department of State,
DS/OFM/VTC/TC, State Annex 33,
Room 212, Washington, DC 20520. Tele.
no. 202 895–3618.

Dated: December 1, 2000.
Theodore Strickler,
Deputy Assistant Secretary of State, U.S.
Department of State, Bureau of Diplomatic
Security, Office of Foreign Missions.
[FR Doc. 00–31739 Filed 12–12–00; 8:45 am]
BILLING CODE 4710–43–U

DEPARTMENT OF TRANSPORTATION

Federal Aviation Administration

Advisory Circular 20–144,
Recommended Method for FAA
Approval of Aircraft Fire Extinguishing
System Components

AGENCY: Federal Aviation
Administration, DOT.
ACTION: Notice of issuance of advisory
circular.

SUMMARY: This notice announces the
issuance of Advisory Circular (AC) 20–
144, Recommended Method for FAA
Approval of Aircraft Fire Extinguishing
System Components. This AC provides
guidance on the various aspects that
should be considered in the FAA
approval process of fire extinguishing
system components manufactured
under a Production Certificate,
components to be FAA approved under
the Part Manufacturer Approval process,
or design changes to components
originally approved by either method.
This AC does not constitute a
regulation, however, it provides a
method, but not the only method, for
obtaining approval of aircraft fire
extinguishing system components. This
is intended to enhance the
standardization of all FAA Aircraft
Certification Offices and Manufacturing
Inspection District Offices in the
approval process of the critical
components of an aircraft fire
extinguishing system.
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